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DEPARTMENT OF AGRICULTURE 

Forest Service 

Sabine-Angelina Resource Advisory 
Committee 

AGENCY: Forest Service, USDA. 
ACTION: Notice of meeting. 

SUMMARY: The Sabine-Angelina 
Resource Advisory Committee (RAC) 
will meet in Hemphill, Texas. The 
committee is authorized under the 
Secure Rural Schools and Community 
Self-Determination Act (the Act) and 
operates in compliance with the Federal 
Advisory Committee Act. The purpose 
of the committee is to improve 
collaborative relationships and to 
provide advice and recommendations to 
the Forest Service concerning projects 
and funding consistent with Title II of 
the Act. RAC information can be found 
at the following Web site: http://
cloudapps-usda-gov.force.com/FSSRS/
RAC_Page?id=001t0000002JcvCAAS. 
DATES: The meeting will be held on 
Thursday, July 14, 2016, at 5:00 p.m. All 
RAC meetings are subject to 
cancellation. For status of meeting prior 
to attendance, please contact the person 
listed under FOR FURTHER INFORMATION 
CONTACT. 

ADDRESSES: The meeting will be held at 
Sabine Ranger District, 5050 State 
Highway 21 East, Hemphill, Texas. 

Written comments may be submitted 
as described under SUPPLEMENTARY 
INFORMATION. All comments, including 
names and addresses when provided, 
are placed in the record and are 
available for public inspection and 
copying. The public may inspect 
comments received at Sabine Ranger 
District. Please call ahead to facilitate 
entry into the building. 
FOR FURTHER INFORMATION CONTACT: 
Becky Nix, RAC Coordinator, by phone 
at 409–625–1940 or via email at 
bnix@fs.fed.us. 

Individuals who use 
telecommunication devices for the deaf 
(TDD) may call the Federal Information 
Relay Service (FIRS) at 1–800–877–8339 
between 8:00 a.m. and 8:00 p.m., 
Eastern Standard Time, Monday 
through Friday. 

SUPPLEMENTARY INFORMATION: The 
purpose of the meeting is to: 

1. Introduce new members and 
provide them with materials to assist 
them in their transition into the RAC; 
and 

2. Determine the time to present 
projects for approval. 

The meeting is open to the public. 
The agenda will include time for people 
to make oral statements of three minutes 
or less. Individuals wishing to make an 
oral statement should request in writing 
by Friday, July 8, 2016, to be scheduled 
on the agenda. Anyone who would like 
to bring related matters to the attention 
of the committee may file written 
statements with the committee staff 
before or after the meeting. Written 
comments and requests for time for oral 
comments must be sent to Becky Nix, 
RAC Coordinator, Sabine-Angelina 
Resource Advisory Committee, 5050 
State Highway 21 E, Hemphill, Texas 
75948; by email to bnix@fs.fed.us, or via 
facsimile to 409–625–1953. 

Meeting Accommodations: If you are 
a person requiring reasonable 
accommodation, please make requests 
in advance for sign language 
interpreting, assistive listening devices, 
or other reasonable accommodation. For 
access to the facility or proceedings, 
please contact the person listed in the 
section titled FOR FURTHER INFORMATION 
CONTACT. All reasonable 
accommodation requests are managed 
on a case by case basis. 

Dated: May 25, 2016. 

Kimpton M. Cooper, 
Designated Federal Officer, Sabine-Angelina 
RAC. 
[FR Doc. 2016–13106 Filed 6–2–16; 8:45 am] 

BILLING CODE 3411–15–P 

DEPARTMENT OF COMMERCE 

National Institute of Standards and 
Technology 

Open Meeting of the Commission on 
Enhancing National Cybersecurity 

AGENCY: National Institute of Standards 
and Technology, Commerce. 
ACTION: Notice. 

SUMMARY: The Commission on 
Enhancing National Cybersecurity will 
meet Tuesday, June 21, 2016, from 8:30 
a.m. until 5:00 p.m. Pacific Time at the 
University of California, Berkeley in the 
Chevron Auditorium at the International 
House located at 2299 Piedmont Ave, 
Berkeley CA 94720. The primary 
purpose of the meeting is to discuss the 
opportunities for and challenges to 
innovation and collaboration to 
strengthen cybersecurity in the digital 
economy. The meeting will support 
detailed recommendations to strengthen 
cybersecurity in both the public and 
private sectors while protecting privacy, 
ensuring public safety and economic 
and national security, fostering 
discovery and development of new 
technical solutions, and bolstering 
partnerships between Federal, State, 
local, tribal and territorial governments 
and the private sector in the 
development, promotion, and use of 
cybersecurity technologies, policies, and 
best practices. All sessions will be open 
to the public. 
DATES: The meeting will be held on 
Tuesday, June 21, 2016, from 8:30 a.m. 
until 5:00 p.m. Pacific Time. 
ADDRESSES: The meeting will be held at 
the University of California, Berkeley in 
the Chevron Auditorium at the 
International House located at 2299 
Piedmont Ave, Berkeley CA 94720. The 
meeting is open to the public and 
interested parties are requested to 
contact Sara Kerman at the contact 
information indicated in the FOR 
FURTHER INFORMATION CONTACT section of 
this notice in advance of the meeting for 
building entrance requirements. 
FOR FURTHER INFORMATION CONTACT: Sara 
Kerman, Information Technology 
Laboratory, National Institute of 
Standards and Technology, 100 Bureau 
Drive, Stop 2000, Gaithersburg, MD 
20899–8900, telephone: 301–975–4634, 
or by email at: eo-commission@nist.gov. 
Please use subject line ‘‘Open Meeting of 
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1 https://www.federalregister.gov/articles/2016/
02/12/2016-03038/commission-on-enhancing- 
national-cybersecurity. 

the Commission on Enhancing National 
Cybersecurity—CA’’. 
SUPPLEMENTARY INFORMATION: Pursuant 
to the Federal Advisory Committee Act, 
as amended, 5 U.S.C. App., notice is 
hereby given that the Commission on 
Enhancing National Cybersecurity (‘‘the 
Commission’’) will meet Tuesday, June 
21, 2016, from 8:30 a.m. until 5:00 p.m. 
Pacific Time. All sessions will be open 
to the public. The Commission is 
authorized by Executive Order 13718, 
Commission on Enhancing National 
Cybersecurity.1 The Commission was 
established by the President and will 
make detailed recommendations to 
strengthen cybersecurity in both the 
public and private sectors while 
protecting privacy, ensuring public 
safety and economic and national 
security, fostering discovery and 
development of new technical solutions, 
and bolstering partnerships between 
Federal, State, local, tribal and 
territorial governments and the private 
sector in the development, promotion, 
and use of cybersecurity technologies, 
policies, and best practices. 

The agenda is expected to include the 
following items: 
—Introductions 
—Panel discussions on addressing 

cybersecurity challenges to the digital 
economy 

—Panel discussions on innovating and 
collaborating to secure the digital 
economy 

—Conclusion 
Note that agenda items may change 
without notice. The final agenda will be 
posted on http://www.nist.gov/
cybercommission. Seating will be 
available for the public and media. No 
registration is required to attend this 
meeting. 

Public Participation: The Commission 
agenda will include a period of time, 
not to exceed fifteen minutes, for oral 
comments from the public on Tuesday, 
June 21, 2016, from 4:45 p.m. until 5:00 
p.m. Pacific Time. Speakers will be 
selected on a first-come, first-served 
basis. Each speaker will be limited to 
five minutes. Questions from the public 
will not be considered during this 
period. Members of the public who are 
interested in speaking are requested to 
contact Sara Kerman at the contact 
information indicated in the FOR 
FURTHER INFORMATION CONTACT section of 
this notice. 

Speakers who wish to expand upon 
their oral statements, those who had 
wished to speak but could not be 
accommodated on the agenda, and those 

who were unable to attend in person are 
invited to submit written statements. In 
addition, written statements are invited 
and may be submitted to the 
Commission at any time. All written 
statements should be directed to the 
Commission Executive Director, 
Information Technology Laboratory, 100 
Bureau Drive, Stop 8900, National 
Institute of Standards and Technology, 
Gaithersburg, MD 20899–8900. 

Kent Rochford, 
Associate Director for Laboratory Programs. 
[FR Doc. 2016–13096 Filed 6–2–16; 8:45 am] 

BILLING CODE 3510–13–P 

DEPARTMENT OF COMMERCE 

National Oceanic and Atmospheric 
Administration 

RIN 0648–XE607 

International Trade Data System Test 
Concerning the Electronic Submission 
of Certain Data Required for Exports 

AGENCY: National Marine Fisheries 
Service (NMFS), National Oceanic and 
Atmospheric Administration (NOAA), 
Commerce. 
ACTION: Notice; request for comments. 

SUMMARY: NMFS announces, in 
consultation with U.S. Customs and 
Border Protection (CBP), a test of the 
International Trade Data System (ITDS) 
involving the electronic submission of 
forms and/or data, related to exportation 
of fish products regulated by NMFS, 
using the export Partner Government 
Agency (PGA) data set of the Automated 
Export System (AES) Trade Interface 
Requirements, AES Direct via the 
Automated Commercial Environment 
(ACE) Secure Web Portal (Portal) and 
the Document Image System (DIS). CBP 
and NMFS have developed a plan to test 
and assess the electronic transmission of 
export and re-export data for tunas, 
swordfish and toothfish. 

The test will involve using the above 
referenced methods to transmit the data 
required for processing exports or re- 
exports of tunas, swordfish and 
toothfish. Under this test, data may be 
submitted for the covered fish products 
exported from any operational port. 
DATES: The test will commence after 
June 1, 2016, and will continue until 
concluded by publication of a notice in 
the Federal Register ending the test. 
Participants should consult the 
following Web site to determine which 
ports are operational for the test and the 
date that they become operational: 
https://www.cbp.gov/trade/ace/features 
(see the PGA Integration tab). Comments 

on the submission and processing of 
export data will be accepted throughout 
the duration of the test. 
ADDRESSES: To submit comments 
concerning this test program, send an 
email to Josephine Baiamonte 
(Josephine.Baiamonte@dhs.gov), 
Director, Business Transformation, ACE 
Business Office (ABO), Office of 
International Trade. In the subject line 
of an email, please use, ‘‘Comment on 
NMFS Export Test FRN’’. 

Any party seeking to participate in 
this test should contact their client 
representative. Interested parties 
without an assigned client 
representative should submit an email 
to Steven Zaccaro at 
steven.j.zaccaro@cbp.dhs.gov with the 
subject heading ‘‘NMFS Export FRN- 
Request to Participate’’. 
FOR FURTHER INFORMATION CONTACT: For 
technical questions related to the 
Automated Commercial Environment 
(ACE) or AES transmissions, contact 
your assigned client representative. 
Interested parties without an assigned 
client representative should direct their 
questions to Steven Zaccaro at 
steven.j.zaccaro@cbp.dhs.gov. For PGA 
reporting related questions, contact Emi 
Wallace (CBP) at 
emi.r.wallace@cbp.dhs.gov and for 
NMFS program related questions, 
contact Dale Jones (NMFS) at 
dale.jones@noaa.gov. 

SUPPLEMENTARY INFORMATION: 

Background 

I. The Automated Commercial 
Environment 

ACE is an automated and electronic 
system for commercial trade processing, 
which is intended to streamline 
business processes, facilitate growth in 
trade, ensure cargo security, and foster 
participation in global commerce, while 
ensuring compliance with U.S. laws and 
regulations and reducing costs for CBP 
and all of its communities of interest. 
The ability to meet these objectives 
depends on successfully modernizing 
CBP’s business functions and the 
information technology that supports 
those functions. 

CBP’s modernization efforts are 
accomplished through phased releases 
of ACE component functionality 
designed to replace a specific function 
of the legacy Automated Commercial 
System (ACS) function. Each release 
will begin with a test and will end with 
mandatory use of the new ACE feature, 
thus retiring the legacy ACS function. 
Each release builds on previous releases 
and sets the foundation for subsequent 
releases. AES allows participants to 

VerDate Sep<11>2014 21:20 Jun 02, 2016 Jkt 238001 PO 00000 Frm 00002 Fmt 4703 Sfmt 4703 E:\FR\FM\03JNN1.SGM 03JNN1m
st

oc
ks

til
l o

n 
D

S
K

3G
9T

08
2P

R
O

D
 w

ith
 N

O
T

IC
E

S

https://www.cbp.gov/trade/ace/features
http://www.nist.gov/cybercommission
http://www.nist.gov/cybercommission
mailto:steven.j.zaccaro@cbp.dhs.gov
mailto:steven.j.zaccaro@cbp.dhs.gov
mailto:Josephine.Baiamonte@dhs.gov
mailto:emi.r.wallace@cbp.dhs.gov
mailto:dale.jones@noaa.gov
https://www.federalregister.gov/articles/2016/02/12/2016-03038/commission-on-enhancing-national-cybersecurity
https://www.federalregister.gov/articles/2016/02/12/2016-03038/commission-on-enhancing-national-cybersecurity
https://www.federalregister.gov/articles/2016/02/12/2016-03038/commission-on-enhancing-national-cybersecurity

		Superintendent of Documents
	2018-02-08T07:29:52-0500
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




